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Shield Prevents  
Compliance Violation  
in Aerospace Company

Our client is an aerospace development company that’s heralded 
as one of the most innovative companies in the industry. This company 
regularly develops highly proprietary and confidential technologies.

Through an alert from Strider’s product Shield, our client’s global security 
and supply chain teams successfully prevented the company from a 
compliance violation and the risk of IP theft via their supply chain. 
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In 2022, Shield alerted our client’s global security team 
about an employee receiving and replying to an email 
from a high-risk organization connected to the People’s 
Republic of China (PRC) and the People’s Liberation 
Army (PLA).

The client collaborated directly with Strider  
and asked for a Request for Information (RFI)  
to gain additional insights. The RFI revealed that the 
organization in question was a subsidiary of a larger 
organization restricted by the U.S. government due to 
its close ties to the PLA’s defense program.  
The email chain eventually grew to involve three 
additional employees in the company.

The client immediately opened an internal 
investigation. They discovered that the high-risk 
organization was offering a compelling proposal  
to be one of the company’s main suppliers, 
and that the proposal was being considered seriously.

The client alerted the employees and the supply 
chain compliance team, and they promptly severed 
the relationship. These actions ultimately prevented 
the company from a compliance violation of doing 
business with a restricted entity, which would have 
resulted in a fine and reputational damage. 

Shield effectively identifies and monitors 
attempts by state-sponsored actors to 
communicate with your employees. Enrich your 
current security measures with thousands of 
proprietary risk terms that are directly tied to 
known actors. 

LEARN MORE ABOUT SHIELD. 

Request a  
demo today. 
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